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The network code on Cybersecurity aims to define a set of rules to strengthen the energy sector.

Focus Areas for NC on Cybersecurity

- Togetherness & Strong Collaboration
- Tailor Made for the Energy Sector
- Promotes Security by Design
- Strong Pool of Expertise

Directorates:
- ENISA
- DSOs
- ACER
- EC

- Product assurance scheme
- Common security controls and requirements
- Cross-border cyber risk assessment and management
- Information Security Management System Certification
- Crisis Management
- Cyber training and exercise
- Sharing of technical information
Since February 2020, an informal drafting team composed by ENTSO-E and four associations representing the DSO communities (GEODE, EURELECTRIC, CEDEC, E.DSO), under the leadership of EC, work on a set of focus areas for the Network Code on Cybersecurity.

- **19th February 2021** – delivery of the Final Interim Report to the EC
- **18th April 2021** – The EC published the Final Interim Report

  Report: [https://europa.eu/!Xj84GG](https://europa.eu/!Xj84GG)
  
  Web: [https://europa.eu/!JR39PR](https://europa.eu/!JR39PR)

**Informal process lead by the European Commission**

**Formal process**

- **June 2021** – EU DSOs Association operational
- **27th July 2021** – Starting of the Formal Drafting Process